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Course Code Title Hours Weeks Course Materials (Included)
IT-6013 Certified Information Systems Security Professional (CISSP) 64 4 None

TARGET CERTIFICATIONS 

ATTAINABLE CAREERS

Security Manager

Security Consultant and Analyst

Security Director and IT Manager

Security Systems Engineer

Information Security Professional

Network and Security Architect

Certifications Issuing Authority Exam Details

Certified Information
Systems Security

Professional (CISSP)

International Information
System Security Certification

Consortium, or (ISC)²

Adaptive 125 to 175 multiple
choice CAT questions, 4 hrs. 

Throughout the Information Systems Security Professional program, students
will learn the skills to:

Explore the eight domains of the CISSP Body of Knowledge (BOK)

Assess best practices which serve to manage and reduce security risks
associated with various frameworks, networks and technology
structures of an enterprise 

Understand the importance of ethics in information security,
compliance with legal and regulatory issues

Discuss basic security, information security governance and risk
management concepts 

Upon 100% completion of this program, students will receive a “MedCerts Certificate of Program Completion.” This is proof of completion of
training but isn’t a nationally recognized certification. Students are expected to take and pass the national certification exam through the
issuing authority for recognized certification in their field.

For all MedCerts Students that are not affiliated with an employer partner, you
also have the added benefit of Job Search Assistance including guidance with
resume building, networking, interviewing, and job search tips.

CAREER SERVICES

Call us anytime
877. 219. 3306

Please carefully review the above program specific information and contact your Student Success Advisor if you have any questions or require further clarification of the contents. 
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R E Q U I R E M E N T S

High School Diploma or GED
Min. 5 yrs full-time relevant work experience

T U I T I O N D U R A T I O N I S S U I N G  A U T H O R I T I E S

$3,000 4 weeks

T A R G E T  C E R T I F I C A T I O N

Certified Information
Systems Security
Professional (CISSP)

IT 6300
Information Systems Security Professional (CISSP)

P R O G R A M  D E T A I L S

While MedCerts training and related target certifications may be accepted and/or
approved by your state of residency, employers reserve the right to dictate pre-requisite
education, experience, or certification/licensure requirements for their positions.  These
requirements may exclude a MedCerts graduate from eligibility.  We strongly advise
students to research target job posts from area employers and relevant state
requirements, barriers or restrictions to ensure eligibility upon graduation.

The Certified Information Systems Security Professional (CISSP) certification
training program aims to equip students with in-demand technical and
administrative competence to design, architect, and manage an organization’s
security posture by applying internationally accepted information security
standards. Having this certification demonstrates that the holder’s been working
in IT Security for over five years, has a broad range of knowledge in ten domains
related to creating, supporting and maintaining a secure IT infrastructure and can
implement things like risk management and risk identification. Earning a four-year
college degree or regional equivalent or additional credential from the (ISC)²
approved list will satisfy one year of required experience. MedCerts graduates that
have previously earned CySA+, PenTest+, Security+, or CCNA certification qualify
to have one year of experience waived. Education credit will only satisfy one year
of experience.  
 
 This course provides in-depth coverage of the eight domains required to pass the
CISSP exam: Security and Risk Management, Asset Security, Security Engineering,
Communications and Network Security. Identity and Access Management,
Security Assessment and Testing, Security Operations, and Software
Development Security. By completing this program and earning the CISSP
certification, graduates have the chance to prove they have the technical and
managerial knowledge necessary to effectively design, engineer, and manage the
overall security posture of an organization. 

Upon completion, MedCerts will cover the cost of the Certified Information
Systems Security Professional (CISSP) exam, sponsored by the International
Information System Security Certification Consortium, or (ISC)².

Experiential/Clinical Component Requirements (not a requirement for IT-6300: CISSP program) – Once students complete this program, they will be able to immediately start working
with Career Services at MedCerts.  

EXPERIENTIAL/CLINICAL COMPONENT:

MedCerts does not perform criminal background checks, nor do we test students for illicit drug use. Please be advised that while MedCerts does not perform these checks, the student’s
drug, criminal, or immunization status may prevent clinical/externship placement and future employment as a healthcare or IT professionals. Externship sites, employers, and State Boards
of Pharmacy or other regulatory boards have regulations about immunizations, drug use, and criminal backgrounds. Regulatory boards, externship sites, employers, and other
organizations that may require these screenings for placement, and adverse results may prohibit you from moving forward in the program. Candidates with a felony conviction are not
eligible to participate in ANY MedCerts program that includes the Pharmacy Technician certification as a primary or secondary certification

The student understands that MedCerts does not hold any control over the drug, immunization, criminal, or background screening processes or policies held by any organization outside
of MedCerts.

CRIMINAL BACKGROUND CHECKS AND DRUG SCREENING POLICY:


